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Information Security Policy

This policy applies to all operations and services offered by Nethues Technologies Pvt. Ltd., including
Website Development, Mobile Application Development, E-commerce Development, Software
Development, Digital Marketing, and Customer Support Services. At Nethues Technologies Pvt. Ltd.,
we are committed to establishing, monitoring, and continually improving safeguards to ensure the
confidentiality, integrity, and availability of all our physical and electronic information assets. This
commitment ensures we meet all applicable regulatory, operational, and contractual requirements.

We are dedicated to ensuring that:

All regulatory and legislative requirements related to the Information Security Management
System (ISMS) are identified and complied with.

The confidentiality of information is protected to prevent unauthorized disclosure of
sensitive or valuable information.

The integrity of information is maintained to ensure its accuracy and completeness.
The availability of information is upheld to meet business operations and client needs.

All employees receive appropriate training to enhance their competence and awareness of
information security.

An incident management process is established and effectively implemented to ensure that
all actual or suspected information security breaches are reported, investigated, and

resolved promptly.

The ISMS is continually reviewed and improved to respond to evolving risks and business
needs.

Adequate resources are allocated to implement, operate, and maintain an effective ISMS.

Information Security Objectives are established, considering the outcomes of risk
assessments.
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Review of this policy yearly or as needed



